**Осторожно, ИНТЕРНЕТ!**

Советы для родителей

|  |
| --- |
| В современном мире бурное развитие компьютерных технологий и широкое распространение сети Интернет открывает перед людьми большие возможности для общения и саморазвития. Сегодня Интернет вошел в каждый дом. Сеть информирует, учит, рекламирует, продает, покупает, следит, контролирует. Мы, наши дети и даже их бабушки и дедушки активно пользуемся всеми возможностями Интернета: смотрим фильмы, клипы, слушаем музыку, играем, пишем сообщения. По мнению ученых, современная информационная среда имеет значительный потенциал для развития и самореализации личности ребенка. Это и ресурсы открытых цифровых хранилищ библиотек, музеев, федеральных и региональных образовательных коллекций, образовательных сайтов и телеканалов. Современные сетевые средства позволяют не только «сидеть в контакте», но и совместно учиться, познавать новое, создавать авторские информационные продукты. Компьютер в наше время стал для ребенка и «другом», и «помощником», и даже «воспитателем», «учителем».Но это только одна сторона медали. Не стоит забывать, что Интернет – это не только кладезь возможностей, но и источник угроз. Интернет может негативно влиять на физическое, моральное, духовное здоровье подрастающего поколения, порождать девиантное поведение у психически неустойчивых школьников, представлять для детей угрозу. Поэтому главная задача сегодня – обеспечение безопасности детей, не способных иногда правильно оценить степень угрозы информации, которую они воспринимают или передают.Большинство родителей не имеют представления о том, что делает их ребенок в мировой сети, с кем общается, какие сайты посещает. Очень часто родители не понимают и недооценивают угрозы, которым подвергается школьник, находящийся в сети Интернет. Некоторые из них считают, что ненормированное «сидение» ребенка в сети лучше, чем прогулки в сомнительных компаниях. Родители, с ранних лет обучая ребенка основам безопасности дома и на улице, как вести себя с незнакомыми людьми, что можно говорить, а что нет, между тем «выпуская» его в Интернет не представляют себе, что точно также нужно обучить его основам безопасности в сети. Ребенок абсолютно беззащитен перед потоком информации, сваливающейся на него из сети.Какие же опасности ждут школьника в сети? Это:1. Сайты порнографической направленности.2. Сайты, разжигающие национальную рознь и расовое неприятие: экстремизм, национализм, фашизм.3. Депрессивные молодежные течения. Ребенок может поверить, что шрамы – лучшее украшение, а суицид – всего лишь способ избавления от проблем.4. Наркотики. Интернет пестрит новостями о "пользе” употребления марихуаны, рецептами и советами изготовления "зелья”.5. Сайты знакомств. Виртуальное общение разрушает способность к общению реальному, "убивает” коммуникативные навыки подростка.6. Секты. Виртуальный собеседник не схватит за руку, но ему вполне по силам "проникнуть в мысли” и повлиять на взгляды на мир.Это далеко не весь список угроз сети Интернет. Любой школьник может попасть на такие сайты случайно, кликнув по всплывшему баннеру или перейдя по ссылке. Есть дети, которые ищут подобную информацию специально, и естественно, находят. Кроме этого, появились психологические отклонения, такие как компьютерная и Интернет – зависимости, игромания (зависимость от компьютерных игр). Дети могут написать свой адрес и телефон, сведения о родителях, не всегда задумываясь о целесообразности своих действий. Кажущаяся анонимность и безопасность часто провоцирует школьников на поступки, на которые в реальном мире они бы не решились. Этим пользуются различные преступники.Безопасность детей одна из главных задач цивилизованного общества, поэтому обеспечивать безопасность детей в Интернете должны все, кто причастен к этому обществу. Конечно же, никто так сильно не отвечает за безопасность детей в Интернете, как сами родители. Ведь только родители могут полностью контролировать своих детей.Как сделать прогулки ребенка в Интернете более безопасными? **Правило 1.** Внимательно относитесь к действиям ваших детей в «мировой паутине». Не отправляйте детей в «свободное плавание» по Интернету. Старайтесь активно участвовать в общении ребенка с Интернет, особенно на этапе освоения.    Беседуйте с ребенком о том, что нового для себя он узнает с помощью Интернет и как вовремя предупредить угрозы.  **Правило 2.** Информируйте ребенка о возможностях и опасностях, которые несет в себе сеть. Объясните ребенку, что в Интернете как в жизни встречаются и «хорошие», и «плохие» люди. Объясните, что, если ребенок столкнулся с негативом или насилием от другого пользователя Интернет, ему нужно сообщить об этом близким людям. Научите ребенка искать нужную ему информацию и проверять ее, в том числе с Вашей помощью.       Научите ребенка внимательно относиться к скачиванию платной информации и получению платных услуг из Интернета, особенно путём отправки sms, – во избежание потери денег. Сформируйте список полезных, интересных, безопасных ресурсов, которыми может пользоваться Ваш ребенок, и посоветуйте их использовать. **Правило 3**. Выберите удобную форму контроля пребывания вашего ребенка в Сети: установите на Ваш компьютер необходимое программное обеспечение – решение родительского контроля, антивирус Касперского или Doctor Web. Если Ваш ребенок – учащийся младших классов и остается часто дома один, ограничьте время пребывания Вашего ребенка в Интернете. Если компьютер используется всеми членами семьи, установите его в месте, доступном для всех членов семьи, а не в комнате ребенка.  Создавайте разные учетные записи на Вашем компьютере для взрослых и детей. Это поможет не только обезопасить ребенка, но и сохранить Ваши личные данные. Регулярно отслеживайте ресурсы, которые посещает Ваш ребенок. Простые настройки компьютера позволят Вам быть в курсе того, какую информацию просматривал Ваш ребенок.В случае выявления в сети Интернет сайтов, способных причинить любой вред вашим детям, убедительно просим воспользоваться нижеприведенной Памяткой. |

**Памятка**

**по реагированию на информацию,**

**причиняющую вред здоровью и (или) развитию детей,**

**распространяемую в сети Интернет**

***(для специалистов органов и учреждений системы профилактики безнадзорности и правонарушений несовершеннолетних и местного самоуправления Брянской области, родителей и граждан, которые являются пользователями сети Интернет).***

**Уважаемый пользователь сети Интернет!**

К информации, причиняющей вред здоровью и (или) развитию детей, а также запрещенной для распространения среди детей, относится информация, указанная в статье 5 Федерального закона от 29.12.2010 № 436 «О защите детей от информации, причиняющей вред их здоровью и развитию».

*Это информация:*

*1) побуждающая детей к совершению действий, представляющих угрозу их жизни и (или) здоровью, в том числе к причинению вреда своему здоровью, самоубийству;*

*2) способная вызвать у детей желание употребить наркотические средства, психотропные и (или) одурманивающие вещества, табачные изделия, алкогольную и спиртосодержащую продукцию, пиво и напитки, изготавливаемые на его основе, принять участие в азартных играх, заниматься проституцией, бродяжничеством или попрошайничеством;*

*3) обосновывающая или оправдывающая допустимость насилия и (или) жестокости либо побуждающая осуществлять насильственные действия по отношению к людям или животным, за исключением случаев, предусмотренных настоящим Федеральным законом;*

*4) отрицающая семейные ценности и формирующая неуважение к родителям и (или) другим членам семьи;*

*5) оправдывающая противоправное поведение*;

*6) содержащая нецензурную брань;*

*7) содержащая информацию порнографического характера.*

Если Вы обнаружили в сети Интернет информацию, причиняющую вред здоровью и (или) развитию ребенка, и Вы хотите ограничить доступ к данной информации (заблокировать страницу или сайт), Вам необходимо подать заявку в электронном виде на сайте Федеральной службы по надзору в сфере связи, информационных технологий и массовых коммуникаций (далее - Роскомнадзор) **http://rkn.gov.ru/.**

Чтобы подать заявку в электронном виде в Единый реестр доменных имен, указателей страниц сайтов в сети Интернет и сетевых адресов, позволяющих идентифицировать сайты в сети Интернет, содержащие информацию, распространение которой в Российской Федерации запрещено, Вам необходимо:

1. зайти на Единый реестр доменных имен сайта Роскомнадзора
2. **http://rkn.gov.ru/feedback/** в раздел «Приём сообщений».

2) заполнить форму заявки в электронном виде *(обращаем внимание на поля, обязательные для заполнения);*

3) копировать ссылку, содержащую, по Вашему мнению, запрещённую информацию и указать данный адрес в строке «Указатель страницы сайта в сети Интернет;

4) выбрать источник и тип информации;

5) сделать Скриншот страницы с запрещённой информацией *(обязательно);*

6) в зависимости от содержания страницы выбрать, какую информацию содержит данный сайт: видео изображения, фото изображения, текст, online- трансляция, другая информация *(можно выбрать все пункты);*

7) обязательно указать тип информации *(свободный или ограниченный);*

8) заполнить данные о себе и ввести защитный код (*отметить поле «направлять ответ по эл. почте»).*

Через некоторое время Вы получаете первичную обратную информацию:

1) 1-ое электронное сообщение: *В течение нескольких дней Роскомнадзор направляет на указанную Вами электронную почту информацию о том, что будет проведена проверка указанного Вами ресурса на наличие материалов с противоправным контентом.*

2) 2-ое электронное сообщение: *Роскомнадзор направляет информацию о проведённой проверке указанного Вами ресурса и сообщает о том, содержит или не содержит направленный Вами электронный ресурс противоправный контент.*

Уполномоченные органы принимают решение о внесении (или не внесении) указанного Вами ресурса в Единый реестр доменных имен, указателей страниц сайтов в сети Интернет и сетевых адресов, позволяющих идентифицировать сайты в сети Интернет, содержащие информацию, распространение которой в Российской Федерации запрещено.

С этапами обработки информации, проверки и процедурой рассмотрения заявок в Едином реестре Вы можете ознакомиться на странице: **http://eais.rkn.gov.ru /feedback/.**

Для того, чтобы проверить внесён ли указанный Вами ресурс в Единый реестр, Вам необходимо ввести искомый ресурс и защитный код на странице: **http:// eais.rkn.gov.ru /.**

Для того, чтобы проверить заблокирован ли искомый ресурс, Вам необходимо ввести электронный адрес искомого ресурса в поисковую систему Интернет.

В случае, если страница сайта не внесена в Единый реестр и не заблокирована, а Вам поступало электронное сообщение о наличии противоправного контента, Вам необходимо обратиться на горячую линию Единого реестра по электронному адресу **zapret-info@.rkrt.gov.ru** *(предварительно ознакомившись с регламентом работы горячей линии, осуществляемой посредством электронных сообщений).*

Внимательно относитесь к вашим детям! Их безопасность в ваших руках.

В статье использованы материалы информационного сайта «Социальная сеть работников образования nsportal.ru».